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1 Safety
1.1 Safety message explanation

!

Warning!
Indicates a hazardous situation which, if not avoided, could
result in death or serious injury.

!

Caution!
Indicates a hazardous situation which, if not avoided, could
result in minor or moderate injury.

Notice!
Indicates a situation which, if not avoided, could result in
damage to the equipment or environment, or data loss.

1.2 Safety precautions

!

Caution!
Installation should only be performed by qualified service
personnel in accordance with the National Electrical Code
(NEC 800 CEC Section 60) or applicable local codes.

1.3 Important safety instructions
Read, follow, and retain for future reference all of the following
safety instructions. Follow all warnings before operating the
device.
– Clean only with a dry cloth. Do not use liquid cleaners or

aerosol cleaners.
– Do not install device near any heat sources such as

radiators, heaters, stoves, or other equipment (including
amplifiers) that produce heat.

– Never spill liquid of any kind on the device.
– Take precautions to protect the device from power and

lightning surges.
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– Operate the device only from the type of power source
indicated on the label.

– Install in accordance with the manufacturer's instructions in
accordance with applicable local codes.

– Use only attachments/accessories specified by the
manufacturer.

– Protect all connection cables from possible damage,
particularly at connection points.

– Do not defeat the safety purpose of a polarized or
ground‑type plug.

– Permanently connected devices must have an external,
readily operable mains plug or all‑pole mains switch in
accordance with installation rules.

– Pluggable devices must have an easily accessible socket-
outlet installed near the equipment.

– Unplug the unit from the outlet before cleaning. Follow any
instructions provided with the unit.

– Any openings in the unit enclosure are provided for
ventilation to prevent overheating and ensure reliable
operation. Do not block or cover these openings.

– Leave approximately 5 cm (2 inches) clearance to the next
object.

– Do not place the unit in an enclosure unless proper
ventilation is provided, or the manufacturer's instructions
have been adhered to.

– Do not use this unit near water, for example near a bathtub,
washbowl, sink, laundry basket, in a damp or wet
basement, near a swimming pool, in an outdoor installation,
or in any area classified as a wet location.

– To reduce the risk of fire or electrical shock, do not expose
this unit to rain or moisture.

– Never push objects of any kind into this unit through
openings as they may touch dangerous voltage points or
short-out parts that could result in a fire or electrical shock.
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– For added protection during a lightning storm, or when
leaving this unit unattended and unused for long periods,
unplug the unit from the wall outlet and disconnect the
cable system. This will prevent damage to the unit from
lightning and power line surges.

– Power supply cords should be routed so that they are not
likely to be walked on or pinched by items placed upon or
against them, playing particular attention to cords and
plugs, convenience receptacles, and the point where they
exit from the appliance.

– Do not open or remove the cover to service this unit
yourself. Opening or removing covers may expose you to
dangerous voltage or other hazards. Refer all servicing to
Bosch Service Center.

– Observe the relevant electrical engineering regulations.
– Use proper CMOS/MOS-FET handling precautions to avoid

electrostatic discharge when adding or changing hard
disks.

– Install the unit only in a dry, weather-protected location.
– When installing in a switch cabinet, ensure that the unit and

the power supply units have sufficient grounding.
– Connect the unit to an earthed mains socket.
– For protection of the device, the branch circuit protection

must be secured with a maximum fuse rating of 16 A. This
must be in accordance with NEC800 (CEC Section 60).

– All the input/output ports are Safety Extra Low Voltage
(SELV) circuits. SELV circuits should only be connected to
other SELV circuits.

– Disconnect the power before moving the unit. Move the
unit with care. Excessive force or shock may damage the
unit and the hard disk drives.

– If safe operation of the unit cannot be ensured, remove it
from service and secure it to prevent unauthorized
operation. In such cases, have the unit checked by Bosch
Security Systems.
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– Disconnect power supply and arrange for the device to be
serviced by qualified personnel in the following cases,
because safe operation is no longer possible:
– The power cable/plug is damaged.
– Liquids or foreign bodies have entered the device.
– The device has been exposed to water or extreme

environmental conditions.
– The device is faulty despite correct installation/

operation.
– The device has fallen from a height, or the housing has

been damaged.
– The device was stored over a long period under

adverse conditions.
– The device performance is noticeably changed.

1.4 Notices

Notice!
Video loss is inherent to digital video recording; therefore,
Bosch Security Systems cannot be held liable for any damage
that results from missing video information.
To minimize the risk of losing information, we recommend
multiple, redundant recording systems, and a procedure to
back up all analog and digital information.
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Disposal
Your Bosch product has been developed and
manufactured using high-quality materials and
components that can be reused.
This symbol means that electronic and electrical
devices that have reached the end of their working
life must be disposed of separately from
household waste.
In the EU, separate collecting systems are already
in place for used electrical and electronic
products. Please dispose of these devices at your
local communal waste collection point or at a
recycling center.

Notice!
Do not dispose batteries in household waste. Dispose of
batteries only at suitable collection points and, in the case of
lithium batteries, mask the poles.

Do not place this unit on an unstable stand, tripod,
bracket, or mount. The unit may fall, causing
serious injury and/or serious damage to the unit.

1.5 FCC and UL
FCC & ICES Information
(U.S.A. and Canadian Models Only)
This equipment has been tested and found to comply with the
limits for a Class B digital device, pursuant to Part 15 of the
FCC Rules and ICES-003 of Industry Canada. These limits are
designed to provide reasonable protection against harmful
interference when the equipment is operated in a residential
installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used in
accordance with the instruction manual, may cause harmful
interference to radio communications. However, there is no
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guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference
to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following
measures:
– Reorient or relocate the receiving antenna;
– Increase the separation between the equipment and the

receiver;
– Connect the equipment into an outlet on a circuit different

from that to which the receiver is connected;
– Consult the dealer or an experienced radio/TV technician

for help.
Intentional or unintentional modifications, not expressly
approved by the party responsible for compliance, shall not be
made. Any such modifications could void the user's authority to
operate the equipment. If necessary, the user should consult the
dealer or an experienced radio/television technician for
corrective action.
The user may find the following booklet, prepared by the
Federal Communications Commission, helpful: How to Identify
and Resolve Radio-TV Interference Problems. This booklet is
available from the U.S. Government Printing Office, Washington,
DC 20402, Stock No. 004-000-00345-4.

UL Disclaimer
Underwriter Laboratories Inc. ("UL") has not tested the
performance or reliability of the security or signaling aspects of
this product. UL has only tested fire, shock and/or casualty
hazards as outlined in Standard(s) for Safety for Information
Technology Equipment, UL 60950-1 . UL Certification does not
cover the performance or reliability of the security or signaling
aspects of this product.
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UL MAKES NO REPRESENTATIONS, WARRANTIES, OR
CERTIFICATIONS WHATSOEVER REGARDING THE
PERFORMANCE OR RELIABILITY OF ANY SECURITY OR
SIGNALING-RELATED FUNCTIONS OF THIS PRODUCT.
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2 Available documentation
This manual is available in different languages. You can find all
manuals in the online product catalog.

Documentation and software for Bosch Security Systems
products can be found in the online product catalogue as
follows:
4 Open any browser > enter www.boschsecurity.com > select

your region and your country > start a search for your
product > select the product in the search results to show
the existing files.
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3 System overview
The DIVAR IP 5000 system is an affordable, easy to use all-in-one
recording solution for network surveillance systems of up to
32 channels. All channels are pre-licensed. Running the full
Bosch recording solution, DIVAR IP 5000 is an intelligent IP
storage device that provides both, a professional video
recording solution and ease of operation.
DIVAR IP 5000 is a 4-bay mini tower unit that combines
advanced management and state-of-the-art recording
management into a single, cost-effective, plug and play IP
recording appliance for IT-minded customers.
DIVAR IP 5000 utilizes a highly energy efficient, embedded
design at a very affordable price which nevertheless boasts
Bosch quality through-and-through.
Easy to install and operate, DIVAR IP 5000 features wizard-
based set-up and centralized configuration to reduce installation
times. All components are pre-installed and pre-configured.
Simply connect to the network and turn on the unit — DIVAR IP
5000 is ready to begin recording straight out-of-the-box.
DIVAR IP 5000 features front-swappable SATA-II hard drives. All
system software is pre-installed and pre-activated — creating a
ready-to-use video recording appliance.

3.1 Device views
There are several LEDs on the front and rear of the chassis. The
LEDs show the over-all status of the system and the activity and
health of specific components.
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Front view:

1

52 3 4

6

1 Lock for front cover 4 LAN activity LED

2 Power on/off LED 5 System status LED

3 Hard disk access LED 6 Individual hard disk LED
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DIVAR IP rear view:

3 41 2 75 6

1 Factory reset button 5 2x Alarm Out

2 1x Display port
Note: Only for
troubleshooting.

6 2x Alarm In

3 2x Ethernet (RJ45) 7 Mains connection 100 -
240 VAC
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4 4x USB 3.0
Note: Only for
troubleshooting.

3.2 LED description - front panel
This chapter describes the LED displays on the front of the
chassis.

LED
indicator

LED
color

LED
state

Description

Power
LED

N/A Off Power off

Blue On
(default)

Working

HDD LED N/A Off No disk access

Blue Blinking Disk access

LAN LED N/A Off Network disconnected

Blue On Network connected

Blue Blinking Network activity

System
LED

N/A Off System has booted in normal
operation.

Blue Blinking System is booting or a
software update is being
applied.

Red On Undefined software error.
Contact technical support.
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LED
indicator

LED
color

LED
state

Description

Individual
hard disk
LED

N/A Off
(default)

No hard drive configured for
this bay.

Blue On Hard drive present and
working.

Blue Blinking Hard drive health not optimal
— needs attention.

Red On Hard drive is configured for
this bay, but is not working.

3.3 LAN port LED description - rear panel
This chapter describes the LAN port LED on the rear of the
chassis.

LAN connector:

1 2

Nr. LED
indicator

LED
color

LED
state

NIC state

1 RJ45 LED
(left)

N/A Off No connection or
10 Mb/s

Green On 100 Mb/s

Yellow On 1000 Mb/s

2 RJ45 LED
(right)

Yellow On Active connection

Yellow Blinking Transmit or receive
activity
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4 Chassis setup
This chapter covers the steps required to install components
and perform maintenance on the chassis.

!

Caution!
Review the warnings and precautions listed in the manual
before setting up or servicing this chassis.

Observe the following prerequisites when adding or replacing
hard disks.

Prerequisites:
– For RAID configuration, all hard disks of the unit must have

the same capacity

Notice!
Insert the hard disks before initial system start.

See also
– Safety, page 4
– Installing a hard drive, page 18

4.1 Removing hard drive trays
The drives are mounted in drive carriers to simplify their
installation and removal from the chassis. These carriers also
help promote proper airflow for the drive bays.

To remove hard drive trays from the chassis:
1. Turn off the system.
2. Press the release button on the drive carrier. This extends

the drive carrier handle.
3. Use the handle to pull the drive carrier with the drive out of

the chassis.
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4. Insert the drive carrier with the new drive into the chassis
bay, making sure that the drive carrier handle is completely
closed.

4.2 Installing a hard drive
The drives are mounted in drive carriers.

To install a hard drive to the hard drive carrier:
1. Remove the drive from the carrier.
2. Install a new drive into the carrier with the printed circuit

board side facing down so that the mounting holes align
with those in the carrier.

3. Replace the drive carrier into the chassis bay, making sure
that the drive carrier handle is completely closed.

Notice!
We recommend using the respective Bosch hard disk drives.
The hard disk drives as one of the critical component are
carefully selected by Bosch based on available failure rates.
HDD – not delivered from Bosch – are not supported.
Information on supported HDDs can be found in the datasheet
in the Bosch Online Product Catalog.

See also
– Available documentation, page 11
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5 Installation - first steps
DIVAR IP systems are shipped with a pre-installed browser-
based configuration wizard.

5.1 Setup notes
By default all DIVAR IP systems are configured to obtain a valid
network address from DHCP server in the local network. In
small networks this task is usually performed by an internet
router. If there is no DHCP server in the network, DIVAR IP will
use the following network settings:
– IP Address: 192.168.0.200
– Subnet mask: 255.255.255.0

Notice!
We strongly recommend that you do not change any operating
system settings. Operating system access should only be used
for troubleshooting. Changes can result in malfunctioning of the
system.

5.2 Connecting the unit
DIVAR IP system is ready to go out of the box. The application
provides a simple to install and intuitive to use solution for
network surveillance systems.

Connecting the unit:
1. Connect the unit and the cameras to the network.
2. Connect the unit to the power supply.
3. Turn on the unit.

Note: During this initial setup the system LED is blinking.
After the system is ready for operation, the system LED
stops blinking. The web based wizard pages of the DIVAR IP
can be accessed from any browser within the network. Use
these web page wizard pages to obtain a basic system
configuration.
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6 Obtaining a basic configuration
DIVAR IP 5000 offers an easy-to-use configuration wizard to
achieve a basic configuration of a smaller system easily.
To achieve a basic configuration using the Configuration Wizard:
1. Open a web browser from any PC in the network, enter the

IP address of DIVAR IP in the address bar, then press
ENTER. The Welcome page of the Configuration Wizard is
displayed.
Note:
If you do not know the IP address, proceed as follows:
– Only one DIVAR IP 5000 is in the network:

Enter http://mydivar or https://mydivar, then

press ENTER. The Welcome page of the Configuration
Wizard is displayed.
!! Use mydivar only if there is one DIVAR IP in the

same network, not if there are multiple DIVAR IP.!!
– Multiple DIVAR IP 5000 are in the same network:

Use the IP Helper tool to display all devices with their
IP addresses. The tool is available in the online catalog
on the DIVAR IP 5000 product page.

2. On the Welcome page select your preferred language, then
click Start configuration.

3. Run-through the wizard and follow the instructions. Each
page provides you with information how to use it.

4. After finishing the Configuration Wizard your system has a
basic configuration available. If the basic configuration
needs to be extended, use the advanced configuration.

See also:
– Using the IP Helper tool
– Advanced configuration
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7 Advanced setup - dual network
DIVAR IP systems support the separation of networks. Users can
connect both network interfaces to two different switches and
configure the TCP/IP settings. This allows the separation of
devices and public network.

By default both network interfaces are combined to one single
network interface.
To separate the network interfaces:
1. Open a web browser from any PC in the network.
2. In the address bar of the web browser, enter http://

mydivar/configurationsite or http://<IP address

of DIVAR IP>/configurationsite, then press ENTER.

The configuration is displayed.
3. In the Configuration window, expand System, click

Network, deactivate the teaming mode and configure the
network interfaces.

4. Enter your changes and save the configuration.
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Notice!
If teaming mode is deactivated
To connect the camera network in that case, you must use the
network connection on the backplane that is labeled with 1.
That means all cameras for live and recording must be
accessible over this network.
The second network connection on the backplane can be used
for uplink, for example.

Notice!
Due to performance issues, do not use the DIVAR IP system as
network bridge between both networks.
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8 Advanced configuration
The advanced configuration allows you to configure the system
to your needs.

To use the advanced configuration:
1. Open a web browser from any PC in the network.
2. In the address bar of the web browser, enter http://

mydivar/configurationsite or http://<IP address

of DIVAR IP>/configurationsite, then press ENTER.

The configuration is displayed.
Note: If the DIVAR IP user interface is already open, click
the Configuration tab.

3. Select the desired page in the tree structure to the right
where to make the changes.
– Video devices page

Adding and removing devices
Defining the motion detection settings

– Recording page
Defining phases
Assigning properties to phases

– Alarms page
Defining scenarios
Adding and deleting actions
Configuring e-mail properties

– Remote access page
Selecting a dynamic DNS provider
Testing the connections to DIVAR IP 5000

– System page
Creating accounts
Defining the storage mode
Setting password
Setting time zone, date and time
Selecting the language
Maintaining the system

4. Make the changes and save the configuration.
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Notice!
Use the help that is available for each page.

See also:
– Obtainging a basic configuration
– Monitoring the system
– Using the IP Helper tool
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9 Maintaining the system
9.1 Monitoring the system

DIVAR IP 5000 Dashboard is used to monitor the status of a
DIVAR IP 5000 system from any PC in the network.
DIVAR IP 5000 Dashboard provides information on the DIVAR IP
5000 system.

Notice!
To configure the system, use the Configuration Wizard first to
obtain a basic configuration, then (if necessary) open the
Configuration menu for advanced configuration.

To use DIVAR IP 5000 Dashboard:
1. Open a web browser from any PC in the network.
2. In the address bar of the web browser, enter http://

mydivar/dlacockpit or http://<IP address of DIVAR

IP>/dlacockpit, then press ENTER. The DIVAR IP 5000

Dashboard is displayed.
Note: If the DIVAR IP user interface is already open, click
the Dashboard tab.

3. Select the desired page in the tree structure to the right
where to obtain system information.
– System information page

Displays status and hard drive information (for
example, number of cameras, hard drive status).

– Logbook page
Displays logbook information.

– Device monitor page
Displays all connected devices.
Offers a Update manually... button to update the
system software.

Notice!
Use the help that is available for each page.
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See also:
– Obtainging a basic configuration
– Advanced configuration

9.2 Recovering the unit
Following procedures describe how to restore the software
default configuration and the factory default image.

Notice!
Before recovering DIVAR IP we recommend backing up the
configuration.

Option 1: The unit is in operation
4 Press the factory reset button on the back of the unit for

10 seconds. The software default configuration will be
restored. Data on the hard disks will not be deleted.

Option 2: The unit is switched off
4 Hold down the factory reset button on the back of the unit

and press the power button on the front. The factory
default image will be restored. Data on the hard disks will
not be deleted.

Notice!
For both options, you can access the unit’s website after
30 minutes.

See also:
– Backing up the configuration

9.3 Backing up the configuration
Following procedure describes how to back up the
configuration.
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Notice!
We recommend backing up the configuration frequently so that
recent backups are always available if required.

To back up the configuration:
1. In the DIVAR IP configuration, expand System, then click

Service.
2. To back up the configuration, click Back up. A dialog box is

displayed.
3. Click Save. Where the configuration is saved depends on

the browser settings.
Note: If you want to select a specific target directory for
the backup file, click the arrow to the right of the Save
button, then click Save as.

4. To find the backup, click the Windows Start button, enter
downloads in the search box, then press ENTER.

A dialog box containing the backup file is displayed.

9.4 Adding/replacing hard disks
Observe the following prerequisites when adding or replacing
hard disks.

Prerequisites:
– For RAID configuration, all hard disks of the unit must have

the same capacity

9.4.1 Extending a 2-disk unit
You can extend a unit with additional hard disks.

To add hard disks to a 2-disk unit:
1. Turn off the unit by pressing the power button.
2. Insert the new hard disks into the chassis bay, making sure

that the drive carrier handle is completely closed.
3. Turn on the unit by pressing the power button.
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4. Open DIVAR IP Dashboard with any browser. To do this, in
the address bar of the web browser, enter http://

mydivar/dlacockpit or http://<IP address of DIVAR

IP>/dlacockpit, then press ENTER. DIVAR IP 5000

Dashboard displays the message that you must open
Configuration > Disk management for configuration.

5. Click Configuration to open the configuration.
6. Expand System, then click Disk management.
7. To add the storage capacity of the hard disks to the system,

follow the instructions that are displayed.
8. After finishing the hard disk setup the individual disk status

LED to the right of the disk carrier will turn blue.

See also:
– Chassis setup

9.4.2 Extending an empty unit
You can extend an empty unit with additional hard disks.

To add hard disks to an empty unit:
1. Insert the new hard disks into the chassis bay, making sure

that the drive carrier handle is completely closed.
2. Turn on the unit by pressing the power button.
3. The unit identifies the hard disks as new and starts the

recovery menu automatically.
After finishing the recovery process the DIVAR IP software
is installed. The individual disk status LED to the right of
the disk carrier will turn blue.

4. Perform a basic configuration using the configuration
wizard.

See also:
– Chassis setup
– Obtainging a basic configuration

9.4.3 Replacing hard disks
If a hard disk fails, the individual disk status LED to the right of
the disk carrier will turn red.
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To replace hard disks:
1. Remove the defective hard disk. Use the handle to pull the

disk carrier out of the chassis.
Note: You can remove the hard disk during operation.

2. Turn off the unit by pressing the power button.
3. Insert the new hard disks into the chassis bay, making sure

that the drive carrier handle is completely closed.
4. Turn on the unit by pressing the power button.
5. Open DIVAR IP Dashboard with any browser. To do this, in

the address bar of the web browser, enter http://

mydivar/dlacockpit or http://<IP address of DIVAR

IP>/dlacockpit, then press ENTER. DIVAR IP 5000

Dashboard displays the message that you must open
Configuration > Disk management for configuration.

6. Click Configuration to open the configuration.
7. Expand System, then click Disk management.
8. To add the storage capacity of the hard disks to the system,

follow the instructions that are displayed.
9. After finishing the hard disk setup the individual disk status

LED to the right of the disk carrier will turn blue.

See also:
– Chassis setup

9.5 Updating the system
Following procedure describes how to update the system
manually.

To update DIVAR IP manually:
1. In DIVAR IP Dashboard, click Device monitor in the tree

structure.
2. Click Update manually. 

A dialog box is displayed where you can browse for the
update file.
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Notice!
If your system is connected to the internet, the system is
automatically checking for updates. If an update is available,
you can download and install it directly. If your system is not
connected to the internet, you can manually download the
latest update package from the product pages. Updating your
system includes all components as well as camera devices.
Updating will take about 5 - 10 minutes and recodings are
stopped during the update process.

9.6 Using the IP Helper tool
The IP Helper from Bosch is a small windows tool that allows
users to view all IP devices with their IP addresses located in a
network. With this tool user can find IP addresses of IP devices
or configure the network settings of the IP devices in a quick
and easy way without having expert knowledge. The IP Helper is
a directly executable program, no installation is necessary. You
can use any PC in the network to open IP Helper. Opening IP
Helper directly from a USB stick is possible.
The IP Helper tool is available for download as follows:
– in the online catalog on the DIVAR IP 5000 product page
– under http://mydivar.com
– under http://downloadstore.boschsecurity.com/

To find DIVAR IP systems:
1. Double-click the IP Helper tool (iphelper.exe).

2. A dialog box opens that displays all IP devices with their IP
addresses located in the network. Search for the DIVAR IP
system you want to configure and note the IP address.
Note: To identify a DIVAR IP system, press Blink LED.

http://mydivar.com
http://downloadstore.boschsecurity.com/
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10 End-user license agreement
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